
Follow up to the European Parliament resolution on the suspension of the TFTP agreement as a result of US National Security Agency surveillance, adopted by the Commission on 29 January 2014
1.
Political Groups which tabled the resolution pursuant to Rule 110(2) and (4) of the European Parliament's Rules of procedure: S&D, ALDE, Greens/EFA

2.
EP reference number: B7-0468/2013 / P7_TA-PROV(2013)0449

3.
Date of adoption of the resolution: 23 October 2013

4.
Subject: Suspension of the SWIFT agreement as a result of NSA surveillance

5.
Brief analysis/assessment of the resolution and requests made in it:
The European Parliament adopted a Resolution asking the Commission to suspend the TFTP Agreement
 in reaction to the media allegations about the NSA's activities as regards direct access to SWIFT financial payment messages.

The Resolution recognises that the European Parliament has no formal powers under Article 218 TFEU to initiate the suspension or termination of an international agreement, but expects that the Commission would have to act if Parliament withdraws its support for a particular agreement. It points out that, when considering whether or not to give its consent to future agreements, Parliament will take account of the responses of the Commission and the Council in relation to this Agreement.

The Resolution also calls for a full on-site technical investigation into allegations that the US authorities have had unauthorised access or created possible back doors in the SWIFT servers. It asks the Council and Member States to authorise an investigation by the Europol Cybercrime Centre into the allegations of unauthorised access to financial payment data governed by the TFTP Agreement. It calls on the special inquiry by the LIBE Committee into the mass surveillance of EU citizens to further investigate these allegations.

6.
Reply to these requests and outlook regarding the action that the Commission has taken or intends to take:

The Commission informed the LIBE Committee and the Plenary on 24 September and 9 October respectively about its concerns about the media allegations and the actions taken in order to clarify whether the implementation of the TFTP Agreement had been affected. To this end the Commission initiated opening of consultations with the US under Article 19 of the TFTP Agreement. For the same purpose the Commission has also contacted SWIFT representatives.

As part of the consultations with the US, the Commission has had a number of telephone, written and personal contacts with the US Treasury Department. Some explanations were provided in the US letter of 18 September 2013. Commissioner Malmström had a meeting with Under Secretary Cohen on 7 October 2013 in Brussels, during which he also assured her that, since the entry into force of the TFTP Agreement, the US Government has not collected financial messaging data from SWIFT in the EU. This was confirmed in writing in the Under Secretary's letter of 8 November. Another meeting between Commissioner Malmström and Under Secretary Cohen took place on 18 November.

SWIFT gave its statement on the allegations in the LIBE Committee on 24 September, according to which, on the basis of company's extensive investigations, there was no evidence to suggest that there had been any unauthorised access to their systems or data. This was reconfirmed during the meeting between Commissioner Malmström and Chief Executive Officer of SWIFT, Mr Leibbrandt, on 17 October and in a letter of 18 October.

The consultations with the US Government and the dialogue with SWIFT have not revealed any elements indicating a breach of the TFTP Agreement. In the context of the consultations, the Commission and the US have also agreed to intensify efforts to keep the implementation of the Agreement under close scrutiny over the coming months and in the longer term, and discussed and agreed on some specific measures to achieve this. Therefore the Commission does not intend to propose suspending the TFTP Agreement. Commissioner Malmström informed the LIBE Committee about the conclusion of the consultations on 27 November 2013.

As explained in the Joint Report regarding the value of the TFTP-provided data, adopted on 27 November 2013, the TFTP has significant value in preventing and combatting terrorism and its financing. The TFTP Agreement, which regulates the transfer of personal data, includes effective safeguards to protect fundamental rights of the EU citizens.
-----------

� Agreement between the European Union and the United states of America on the processing and transfer of Financial Messaging Data from the European Union to the United States for the purposes of the Terrorist Finance Tracking Program (TFTP Agreement).
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