ORDINARY LEGISLATIVE procedure - First reading
European Parliament legislative resolution on the proposal for a Regulation of the European Parliament and of the Council on the European Union Agency for Law Enforcement Cooperation and Training (Europol) and repealing Decisions 2009/371/JHA and 2005/681/JHA
1.
Rapporteur: Agustín DÍAZ DE MERA GARCÍA CONSUEGRA (EPP/ES)

2.
EP reference number: A7 0096/2014 / P7_TA-PROV(2014)0121

3.
Date of adoption of the resolution: 25 February 2014

4.
Subject: European Union Agency for Law Enforcement Cooperation and Training (Europol)

5.
Interinstitutional reference number: 2013/0091(COD)

6.
Legal basis: Articles 88 and 87.2 (b) TFEU

7.
Competent Parliamentary Committee: Committee on Civil Liberties, Justice and Home Affairs (LIBE)

8.
Commission's position: The Commission can accept part of the amendments adopted by the European Parliament.

a) Deletion of the merger between Europol and CEPOL: All related amendments have been accepted.

b) Europol's right to ask Member States to initiate a criminal investigation and Member States' corresponding obligations:
Amendment 73 cannot be accepted because it seeks to downgrade this right and obligation, already enshrined in the current Council Decision 2009/371/JHA, to an option ("may" instead of "shall").

Amendment 75, which relaxes the Member States' obligations to inform Europol without delay about the follow-up they have given to Europol's request cannot be accepted. Both these amendments are perceived to weaken significantly Europol's role in helping national law enforcement to commence investigative action by feeding them with the relevant information.

Amendment 74 introduces an obligation for Europol to "initiate an investigation on its own initiative" in case of a third country cyber-attack. This amendment cannot be accepted because Europol, which in accordance with the Treaty does not have coercive powers, does not have the right to conduct an autonomous investigation.

c) Member States' obligation to supply information to Europol:

Amendment 80 reinstates the Council Decision language that requires Member States to provide data "on their own initiative". It also deletes the reference to priority crime areas and to the obligation to send Europol a copy of bi-lateral or multi-lateral exchanges between Member States. These parts of the amendment cannot be accepted because enhancing the provision of relevant information to Europol is one of the objectives of the reform of Europol. Amendment 80 also introduces derogations to the obligation to supply information to Europol, based on national security interests and the need not to jeopardize national investigations, modelled on those contained in the Council decision. This part of the amendment is accepted.

Amendment 82 deletes the obligation for the Europol National Units to "raise awareness of Europol's activities". It cannot be accepted because the Commission considers it important to ensure that practitioners disseminate their knowledge and experience of Europol's services, which are still insufficiently known.

d) Governance arrangements:

Amendments 91 and 126 delete the "Executive Board" from among the agency's management structures. Amendment 92 reduces the number of Commission representatives in the Management Board from two to one. These are basic features of the consensus reached between the Parliament, the Council and the Commission in the context of the Common Approach on decentralized agencies and the amendments can therefore not be accepted.

Amendment 108 assigns the Management Board the power to impose a temporary or definitive ban on data processing. This is the prerogative of the EDPS and therefore the amendment cannot be accepted.

Amendment 203 alters the appointment procedure of the executive Director, by reducing the Commission's role to one member in a pre-selection committee, and by involving the Council and the Joint Scrutiny Group in the selection. This alters the balance of responsibilities agreed under the Common Approach and can therefore not be accepted.

e) Processing of personal data:

Amendment 127 is accepted.

Amendment 128 introduces, inter alia, a series of criteria for and detailed procedural requirements applicable to data processing activities with the aim of safeguarding fundamental rights. This important principle ranks high in the Commission's concerns, and this is why data protection rules and safeguards are spelt out in Chapters V, VII and VIII. It is indeed important that the final text adopted reflects the highest possible level of protection of fundamental rights; it is also important that EU legislation take account of the "Better Regulation" principles, so as to avoid duplicating provisions set out elsewhere and requirements for procedures which would be too cumbersome for practical operation. The viability of Europol's work should not be jeopardized either. For these reasons, and taking into account that the data protection rules enshrined in the abovementioned Chapters lay down a high level of protection of fundamental rights, the amendment cannot be accepted.

Amendment 130 introduces a "data protection Impact assessment": it cannot be accepted in the light of the burden it introduces and of the "prior checking "obligation incumbent on Europol vis-à-vis the EDPS and stipulated in article 42.

f) Data protection safeguards:

The parts of Amendment 144 which add principles and requirements included in the proposal for a data protection Regulation which are not always well adapted to the law enforcement environment cannot be accepted. Letter (ec), which refers to the processing only by duly authorized staff in the performance of their tasks, and paragraph 1a, that requires Europol to publish an explanation of the data protection rules and of the rights of data subjects, are both accepted.

Amendment 159 introduces obligations to communicate a 'personal data breach' to the data subject; this could be accepted with some rewording.

The last part of amendment 194 cannot be accepted because it limits the EDPS' right to take action where it deems appropriate (the right would exist only if all national supervisory authorities have a negative opinion), whilst this prerogative should be safeguarded.

g) Access to Europol information for OLAF:

Amendment 63 removes from Europol's tasks the duty to provide JHA agencies and OLAF with relevant criminal information.

Amendment 132 eliminates the possibility for OLAF to have access to Europol data. Although an indirect access could be envisaged, it is important to allow OLAF to carry out its tasks in areas which are closely related to the mandate of Europol, such as VAT and excise fraud or fraud on EU funds. Close cooperation between the two bodies is enshrined in OLAF's recent legal basis. Therefore these amendments cannot be accepted.

h) Transfers of personal data to third countries:

Amendment 136 seeks to replace Europol's existing cooperation agreements with 3rd countries with EU international agreements within 5 years. It cannot be accepted because Europol's acquis needs to be preserved, all the more so as it is built on strong data protection safeguards, albeit drawn from an institutional context that pre-dates the Lisbon Treaty.

Amendment 137 can be accepted.

The second part of amendment 138 introduces additional requirements to the clauses providing for derogations to the general rule for transferring personal data to third countries. While many of the individual elements are accepted, elements imposing impractical procedural requirements on the Executive Director in what would be an emergency situation cannot be accepted, nor could the proposal that the EDPS should replace the Management Board in taking responsibility for the decision to authorize a set of data transfers to a third country.

i) Parliamentary scrutiny:

Amendment 200 creates the "Joint Parliamentary Scrutiny Group", a novel entity within the competent EP Committee. (A series of other amendments throughout the text also refer to this Group, where the Commission proposal talks of "the EP and national Parliaments"). It cannot be accepted because Article 9 of Protocol 1 to the Treaty states that the European Parliament and the national Parliaments shall together determine the organization and promotion of effective and regular inter parliamentary cooperation within the union. For this reason, in its communication of 17 December 2010 on the procedures for the scrutiny of Europol’s activities by the European Parliament, together with national Parliaments, the Commission states that "it lies within the power of both the European Parliament and the national Parliaments to coordinate their work and enhance their cooperation". In addition, national Parliaments have often expressed their opposition to the creation of a new structure, and prefer to use existing fora.

9.
Outlook for amendment of the proposal: The Commission does not intend to submit a modified proposal. Instead, it will continue to support progress in the Council framework, with a view to facilitating the agreement between the co-legislators at an early second reading.

10.
Outlook for the adoption of Council's position: The Council is expected to adopt its general approach in June 2014.

