
Follow up to the European Parliament resolution on supporting rights in the digital single market, adopted by the Commission on 10 February 2015
1.
Resolution tabled pursuant to Rule 123(2) of the European Parliament's Rules of Procedure by the EPP and S&D Groups
2.
EP reference number: B8-0286/2014 / P8_TA-PROV(2014)0071

3.
Date of adoption of the resolution: 27 November 2014

4.
Subject: Supporting consumer rights in the digital single market

5.
Brief analysis/assessment of the resolution and requests made in it:
The Resolution supports the objective of working towards a Digital Single Market (DSM) to generate growth and employment, in accordance with the Political Guidelines of the new Commission. It calls for swift adoption of the Data Protection Package (paragraph 8) and the Connected Continent Package (paragraph 11). It asks for reinforced action by the Commission and Member States on cybercrime (paragraph 8) and for the Commission to launch an initiative on digital entrepreneurship (paragraph 13).

The Resolution calls on the Commission to monitor and enforce competition rules in the digital single market to prevent excessive market concentration and abuse of dominant position (paragraphs 4, 9 and 10), and to consider solutions towards a balanced, fair and open internet search structure (paragraph 16). Regarding search engines (paragraphs 15, 17, 18), it states that search results should be unbiased, and calls on the Commission to consider unbundling of search engines from other commercial services in order to prevent any abuse in the marketing of interlinked services. The announcement by the Commission of further investigations into search practices is welcomed.

The Resolution stresses the importance of an efficient and balanced framework for protection of copyright and intellectual property rights and welcomes the conclusion of the Marrakesh Treaty (paragraphs 20, 21) while underlying that much remains to be done to open up content for people with disabilities and the importance of further enhancing accessibility across a broad spectrum of areas, from copyright and search engines to telecommunications operators (paragraph 21). The Resolution calls for EU and national regulatory frameworks to foster a secure online payments market, in accordance with the tabled revised Payments Directive.

The Resolution also calls on the Commission to take the lead in promoting international standards in cloud computing (paragraph 24) and for a proper implementation of the Commission's Cloud Computing Strategy (paragraph 23).

6.
Response to requests and overview of action taken, or intended to be taken, by the Commission:
In relation to the development of the digital single market (paragraphs 1 and 2), the Commission will in 2015 present its strategy with a view to creating the best conditions for its development, i.a. by ensuring the right conditions for investments in high speed infrastructure, promoting an environment of trust and security and helping business and citizens to do business online. For this, it will prepare corresponding (legislative and non-legislative) measures based on a clear assessment of the most urgent obstacles to be removed. In this context, the Commission will notably examine the best way forward for complementing the regulatory telecommunications environment, modernising copyright rules and revising rules on audio-visual media services, simplifying the rules for consumers making online and digital purchases and facilitating e-commerce (paragraph 6), enhancing cyber-security and mainstream digitalisation across policy areas. Any resulting legislative proposals will respect fully the EU Charter of Fundamental Rights.

In relation to the application of competition law (paragraphs 4, 9 and 10): The Commission will remain vigilant when it comes to infringements of competition law which hamper the Digital Single Market and will continue to enforce EU rules. Indeed, the Commission agrees that it is necessary to remove unjustified restrictions as regards the availability of goods and services to consumers cross-border (paragraphs 4 and 9). Any unjustified restriction of competition and notably exclusion of SME traders from the use of on-line services should not take place in a true Digital Single Market (paragraph 4). The Commission will carefully analyse if there is a need to revise or complement existing measures to enable a functional Digital Single Market. As regards certain unfair competition practices, the Commission, in line with the Action plan it adopted in July 2014, has already committed to work with Member States and the European Parliament to implement measures to combat commercial-scale IP infringing activities and ensure more effective redress against such activities. This to ensure that IP dependent SMEs have the incentives they need to invest in creating, inventing and innovating in a "fair" internal market.

As regards tackling and combatting the digital divide (paragraph 5), the Commission is conducting a number of actions to go beyond basic broadband for all EU households, in particular through the Connected Europe Facility, encouraging Member States to use the existing financial instruments from the EU budget such as the ESIF (European Structural and Investment Funds), to support broadband deployment whilst promoting open access to the subsidised network.

The Commission welcomes the call for a swift adoption of the new modernised Data Protection Package (paragraph 8) and the Connected Continent proposal (paragraph 11). The Commission will continue to monitor the legislative process, urging the Parliament and Council to cooperate constructively towards final adoption.

In relation to the implementation of the single market for services (paragraph 7): The Commission fully agrees on the need to a swift implementation of the single market in services. The Commission will, in partnership with Member States, work towards more ambitious implementation of the Services Directive and will report on the remaining barriers to a fully-functioning Single Market for services by mid-2015. The Internal Market Strategy announced in the Commission Work Programme for 2015 will deliver further integration and improve mutual recognition and standardisation in key industrial and services sectors where the economic potential is greatest.

As regards the enforcement of the afore-mentioned CRD, Alternative Dispute Resolution (ADR) and Online Dispute Resolution (ODR) (paragraph 7): In order to ensure the effective implementation of the CRD, the Commission has developed a guidance document which includes an optional model for the provision of consumer information about online digital products. The Commission will monitor the implementation of the ADR rules by Member States, due to be implemented by July 2015. To ensure the application of the ODR Regulation, the ODR platform will be operational in January 2016.

In relation to cybercrime (paragraph 8): The EU has a Cyber Security Strategy in place to increase confidence in the digital environment, which in turn will contribute to economic growth and societal well-being. It lists a number of actions to be carried out by the Commission and Member States to drastically reduce cybercrime, such as ensuring the transposition of adopted EU Directives (on child sexual exploitation and on attacks against information systems), supporting the work of the European Cybercrime Centre (EC3), promoting the ratification of the Budapest Convention and promoting public safety policies in Internet governance processes (e.g. ICANN). The Commission fully shares the Parliament's view that tackling cybercrime requires having the right legislation and resources in place, at EU and national level, to enable effective investigations and prosecution. The Cyber Security Strategy was accompanied by a proposal for a Network and Information Security Directive which aims at ensuring a step-change in EU cyber and network security. The European Union Agency for Network and Information Security (ENISA) has a new mandate until 2020. Over 500 million EUR of research and innovation funding for cyber security is available under Horizon 2020.

In relation to the Connected Continent proposal (paragraph 11): The Telecoms Single Market (TSM) is an essential building block of the Digital Single Market. The main elements, such as net neutrality rules protecting both end users and providers of online content and services, abolition of unjustified roaming surcharges, and spectrum coordination, need to be tackled now to avoid the development of an inconsistent regulatory ecosystem to the detriment of businesses and consumers and lay a foundation for the connected Digital Single Market.

In relation to net neutrality (paragraph 14): In an open Internet everyone should have access to services and applications without being blocked or throttled. Content and application providers should have guaranteed access to end-users and this access should not be dependent on the will or the particular interests of internet service providers. Having EU legislation on net neutrality principles will avoid further fragmentation of telecoms regulation in Europe.

In relation to the online search market (paragraphs 15 to 18): Search engines are key to the development of the Digital Single Market. The Commission is committed to ensuring a level playing field for all companies in the markets they are active in and in related markets. The Commission will decide how to proceed with the on-going investigations once the views of those most directly affected have been properly taken into account. Not all issues raised in relation to search engines are competition-related. The Commission will carefully analyse all such issues in the appropriate legal and policy context and assess the need for any further regulatory measures.

In relation to innovation and digital entrepreneurship (paragraphs 12 and 13): The Commission has launched initiatives such as Startup Europe, to support tech entrepreneurs to start and develop their businesses in Europe. In addition, the Commission has proposed that single-member companies be able to register online. This will make it easier for SMEs to start a business, in particular in a cross-border context.

In relation to copyright and intellectual property rights (paragraphs 19 to 21): The Commission will present in 2015 a legislative reform in the area of copyright.

In relation to further enhancing accessibility for people with disabilities across a broad spectrum of areas (paragraph 21), in the Work Programme for 2015, the Commission reaffirmed its commitment to equality of opportunity for people with disabilities, including accessibility to information and communications technologies and systems and other facilities/ services. The preparation for the European Accessibility Act continues; during the hearings, the Commission committed to look at it as a priority.

In relation to mobile payments (paragraph 22): Innovative online and mobile services are a key element of the Digital Single Market, as they widen consumers' and merchants' choice, improve competition and facilitate monetising digital transactions. The Commission supports the development of these services. One of the main objectives of the revised Payment Services Directive currently under negotiation between the co-legislators is to further stimulate the development of innovative means of payments across the Union.

In relation to cloud computing (paragraphs 23 and 24): Cloud computing is a key element in enabling the development of the digital economy. Within the framework of the Digital Single Market the Commission will consult and propose initiatives to ensure trustworthy cloud computing services.

In relation to promoting internet safety online, in particular for children (paragraph 25): The Commission shares the European Parliament’s commitment to the fight against child sexual abuse online. The Commission welcomes the call to ensure that means are in place to detect and eradicate child sexual abuse images. These measures are included in the Global Alliance against Child Sexual Abuse Online, which the Commission supports. They are also necessary for the practical implementation in an effective way of the obligations of Member States to ensure the prompt removal of web pages containing child pornography under the Global Alliance against Child Sexual Abuse. To implement it requires the setup and smooth functioning of public-private partnerships. The Commission intends to support those partnerships under the Internal Security Fund-Police (Cybercrime call) and expects Member States to contribute to that process by removing any domestic obstacles to those activities.
-----------------

2

