Follow up to the European Parliament resolution on the European Agenda on Security, adopted by the Commission on 21 October 2015
1.
Resolution tabled pursuant to Rule 128(5) and 123(2) of the European Parliament's Rules of procedure by the Committee on Civil Liberties, Justice and Home Affairs (LIBE)
2.
EP reference number: B8-0676/2015 / P8_TA-PROV(2015)0269
3.
Date of adoption of the resolution: 9 July 2015

4.
Subject: European Agenda on Security

5.
Brief analysis/assessment of the resolution and requests made in it:
The resolution provides the European Parliament's opinion on the European Agenda on Security (EAS) that the Commission adopted in April 2015. The resolution welcomes the EAS, and shares its three priorities for immediate action: terrorism and radicalisation, organised crime and cybercrime. It welcomes the specific focus put in the EAS on fundamental rights when formulating security responses as well as the need to balance preventive actions with repressive measures in order to preserve freedom, security and justice. It calls on the Commission to allocate sufficient resources to EU Agencies for them to be able to contribute to the implementation of the EAS. It calls for strong coordination between the Council and the Commission in its implementation, with regular updates to the European Parliament.

6.
Reply to these requests and outlook regarding the action, that the Commission has taken, or intends to take:

· "(...) calls on the Commission, therefore, when implementing the European Agenda on Security, to take due account of the recent Court of Justice ruling on the Data Retention Directive (judgment in Joined Cases C-293/12 and C-594/12) (...); calls upon the Commission to fully assess the impact of this judgement on any instrument involving the retention of data for law enforcement purposes"; (point 3)
Following the annulment of the Data Retention Directive last year, the Commission has indicated in the Agenda that it will continue monitoring legislative developments at national level. There are no plans at the moment to legislate on the retention of communications data at EU level. The Commission duly takes into account the interpretation of Articles 7 and 8 of the Charter of Fundamental Rights of the EU provided by the Court of Justice in its ruling on the Data Retention Directive.

· "(...) notes with interest the Commission’s proposal to set up an EU Security Consultative Forum; calls for this Forum to ensure a balanced representation of all relevant stakeholders and looks forward to receiving more detailed information on it, in particular regarding its exact role, tasks, composition and powers and the involvement of the European Parliament and national parliaments in it"; (point 10)
The Consultative Forum would gather, possibly in the form of a yearly conference, a variety of different stakeholders, with a balanced representation depending on the topic discussed, and would include Member States, the European Parliament, EU agencies, and representatives of civil society, academia and the private sector.

· "Calls on the Commission and the Council to establish a roadmap – or a similar mechanism – as quickly as possible to ensure the effective and operational implementation of the Agenda, to submit it to Parliament and to start its implementation within the next six months (…)"; (point 12)
The European Parliament, the Commission and the Council agree that it is necessary to move from the political priorities towards concrete actions. In the ESA, the Commission commits to updating the European Parliament and the Council twice year on the implementation of the Agenda. The Commission will also develop performance indicators for key EU instruments. Further, an implementation document has been prepared by the Luxembourg Presidency in close cooperation with the Commission. It sets out a realistic rolling work plan for the next 6 months.

· "(…) calls on the Commission to provide such an operational evaluation of existing EU instruments, resources and funding in the internal security area as a priority measure under the roadmap for implementation of the Agenda; reiterates its calls on the Council and the Commission to comprehensively evaluate the implementation of the measures adopted in the area of internal security before the entry into force of the Lisbon Treaty, making use of the procedure provided for in Article 70 TFEU"; (point 13)
The need to better implement existing instruments is a key principle of the European Agenda on Security. This principle reflects the findings of the three implementation reports assessing the actions undertaken under the previous Internal Security Strategy as well as the fact that the Commission since 1 December 2014 has full powers to monitor and ensure the correct implementation of all EU legislation on security and police cooperation (including legislation belonging to the former third pillar).

The Commission is committed to ensuring that instruments in place deliver their full potential, through a correct and complete implementation by the Member States. If necessary, the Commission exercise its Treaty rights to initiate infringement proceedings.

Finally, as part of its wider policy on Better Regulation, the Commission will evaluate initiatives that have been implemented for a sufficient period of time against standard criteria under the Regulatory Fitness and Performance Programme (REFIT).

· "(...) notes with regret that not enough concrete measures are provided for in the Agenda with a view to strengthening its justice dimension (...)"; (point 15)
The European Agenda on Security has a strong justice dimension. It stresses the need for the EU to have a solid criminal justice response to terrorism, covering cross border investigation and prosecution of those who plan terrorist acts or are suspected of recruitment, training, and financing of terrorism as well as incitement to commit a terrorist offence. More harmonised laws against foreign terrorist fighters-related offences across the EU would address the cross-border practical and legal challenges in the gathering and admissibility of evidence in terrorism cases, and to deter departures to conflict zones. Also under the organised crime priority, the Commission has indicated its intention to review possible measures for non-conviction based confiscation and to review existing policy and legislation on environmental crime in 2016. Under the cybersecurity priority, the Commission intents to review obstacles to criminal investigations on cybercrime, notably on issues of competent jurisdiction and rules on access to evidence and information.

Criminal justice in Europe can be made more effective with the full implementation and use of existing cross border legal instruments in criminal matters. Following the expiry of the transitional period of the Lisbon Treaty on 1st December 2014, the full implementation of the criminal justice acquis is a priority for the Commission. The EAS puts emphasis on tools like the European Arrest Warrant which have proved effective, but also mentions that other instruments, such as the freezing and confiscation of criminal assets, are not yet used systematically in all appropriate cases.

The Commission systematically encourages Member States to make more use of Eurojust and Europol, including at an early stage of investigations and prosecutions, and in particular through joint investigations teams (JITs). The enhancement of the cooperation between Eurojust and Europol, the implementation of the European Investigation Order, further progress on the setting-up of the European Public Prosecutor's Office, and the possibility to extend the EU criminal records system  (“ECRIS”) to third country nationals, all mentioned in the European Agenda on Security, are key aspects of its justice dimension.

Linked to and in parallel to the objectives of EAS, the Commission is also fully engaged in strengthening the procedural rights of suspected and accused persons. It is implementing a legislative programme on procedural rights for suspects and accused persons, which is needed to strengthen mutual trust between justice systems in the European Union. The Commission is also ensuring a high level of protection of victims of crime, and is currently assisting Member States in the timely and correct implementation of the Victims’ Rights Directive.

· "Calls on the Commission to quickly table a legislative proposal amending Regulation (EC) No 1987/2006 of the European Parliament and of the Council of 20 December 2006 on the establishment, operation and use of the second generation Schengen Information System (SIS II) to harmonise the alert criteria and make compulsory alerts regarding persons convicted or suspected of terrorism"; (point 17)
In accordance with Art. 50 (5) of the SIS II Regulation
 and Art. 66 (5) of the SIS II Decision
, the Commission will carry out the overall evaluation of SIS II three years following the entry into operation of the system, i.e. in the second quarter of 2016. The evaluation report will be transmitted to the European Parliament and the Council. On the basis of the evaluation report, the Commission will assess whether new operational needs require legislative changes, such as introducing additional categories to trigger alerts.

· "(...) invites the Commission to develop proposals for a legal framework that would allow the establishment of semi-permanent or permanent JITs to address persistent threats, in particular in border regions, such as drugs trafficking, human trafficking, and motorcycle gangs"; (point 19)
The Commission encourages and supports (financially) the use of JITs, in particular for cases having an international dimension. Involving third countries in JITs would allow addressing specific crime phenomena also in border regions.

Beyond JITs, other tools are available to foster cooperation with regard to particular crime phenomena. In particular, Europol's Focal Points allow targeted focus on a certain crime type, with a thematic or regional angle. The duration of a Focal Point is mid-to long term, and is therefore longer than the lifespan of an operational project.

The Commission considers that operational joint action plans can contribute effectively to tackle certain crime phenomena, especially those with a strong external dimension. As indicated in the Agenda, the recent operational joint action plan with the Western Balkans in the field of firearms should be implemented to the full and, if effective, be replicated with other neighbours, in particular countries in the Middle East and North Africa.

Finally, EU-funded projects allowing Member States to focus on cross-border operational activities related to mobile and organised property criminality have proved to be very useful. There are examples of projects funded by the Programme “Prevention and Fight against Crime (ISEC)” in the Western Balkans and in Baltic countries that have shown outstanding results.

· "Calls for very strong human rights clauses in cooperation agreements with third countries, especially in North Africa and the Gulf region with regard to security cooperation; calls for cooperation with non-democratic countries with poor human rights records to be reconsidered"; (point 24)
The protection and respect of human rights are at the core of all dialogues and cooperation of the EU with third countries. Human rights are systematically addressed in all dialogues and cooperation frameworks and agreements with third countries in the field of security as well as on migration and mobility whose complementarity with cooperation on security is highlighted by the EAS as regards smuggling of migrants, trafficking in human beings, social cohesion and border management. The recently adopted EU Action Plan on Human Rights and Democracy, 2015-2019 includes specific actions on the protection and respect of human rights in these fields, including on terrorism.

Cooperation on security and security related issues, including the prevention and fight against irregular migration, trafficking in human beings and smuggling of migrants, will also be a key element of the revised European Neighbourhood Policy which the Commission will adopt in November 2015.

· "Stresses the crucial importance of addressing the root causes of armed conflict, extremism and poverty in third countries, as these cause security challenges for the EU; urges the Vice-President of the Commission/High Representative of the Union for Foreign Affairs and Security Policy (VP/HR), the Commission and the Member States to step up their efforts to support inclusive, pluralistic and well-functioning states that have a strong and viable civil society capable of delivering freedom, security, justice, and employment to their citizens"; (point 25)
EU external action, as overseen by the HR/VP, has four key aims: support for stability worldwide, promotion of human rights and democracy, seeking to spread prosperity, and support for the enforcement of the rule of law and good governance. The policy mix used for the purpose is as broad as possible, ranging from bilateral agreements to guidelines and legislation. By addressing political, economic and social instability, as well as the general lack of prosperity and life opportunities around the World, EU contributes to addressing the root causes of armed conflict, extremism and poverty in third countries. With a budget allocation of €96.8 billion for the 2014-2020, the EU external cooperation, including in development, plays an important role in addressing global challenges and includes support to regions and countries most affected by conflict, extremism, poverty and migration.

The Commission shares the European Parliament's view that it is crucial for the EU security to address the root causes of insecurity and instability in third countries. The need to bring together all internal and external dimensions of security and explore all possible synergies therein is also underlined in the EAS. The same approach is also included in the EU Agenda on Migration which calls for active engagement of the EU external and development policy in mitigating and preventing civil war, persecution, poverty and other root causes that feed into migration and forced displacement.

· "(...) stresses that the PNR Directive should respect fundamental rights and data protection standards, including the relevant case law of the Court of Justice, while providing an efficient tool at EU level; (...) asks that any future proposal creating new tools in the field of security, such as PNR, systematically includes mechanisms for the exchange of information and cooperation between Member States"; (point 27)
The Commission welcomes the European Parliament's renewed commitment to work towards the finalisation of the EU PNR Directive by the end of the year.

The Commission reaffirms its readiness to work constructively with the co-legislators towards the adoption of a PNR instrument that respects the legal requirements of the Charter of Fundamental Rights.

The commitment of the European Parliament to the work on the EU PNR Directive also sends a positive message to the international partners of the EU. It will confirm the EU willingness to develop bilateral PNR agreements with interested third countries, with a view to further enhancing the security of the European citizens.

· "(...) notes the proposed new structure of the European Counter-Terrorism Centre to be created within Europol and calls on the Commission to further clarify its exact role, tasks, powers and oversight, particularly in view of the need to ensure proper democratic and judicial oversight at the appropriate levels, including through the ongoing revision of Europol’s mandate (…)"; (point 30)

As stated in the EAS, the growing expertise developed by Europol on terrorism issues should be taken a step further by bringing together its anti-terrorism law enforcement capabilities, pooling resources and maximising the use of already existing structures, services and tools, with a view to achieving economies of scale. This will be brought together as a European Counter-Terrorism Centre to step up the support provided to Member States.

The ECTC will operate strictly within the legal mandate of Europol, and the Commission is engaged in a dialogue with the co-legislators to ensure proper democratic and judicial oversight mechanisms of Europol. The objective is to have an ECTC with full capabilities at the end of 2016.

· "Calls on the Commission to develop together with the Member States a genuine strategy as regards European fighters – which is currently lacking in the Agenda on Security (...)"; (point 36)
The Agenda underlines that the issue of foreign terrorist fighters requires a strong EU response, both with disruptive measures and with prevention. The EU already has a robust counter terrorism strategy in place and efforts are being applied across its four pillars to address the threat posed by foreign terrorist fighters. The Commission is working closely together with Member States to prevent and disrupt the travel of Europeans that attempt to join terrorist groups, while making sure the measures taken by national authorities are in respect of applicable EU law.

The Schengen rules have been reinforced to better protect our external borders, detect and disrupt terrorist travels. A first list of common risk indicators has been established to foster more coordinated and targeted border checks on persons. The Commission has revised the Handbook for Border Guards and a number of technical and operational measures have been implemented to improve the Schengen Information System for the creation of alerts and sharing of information.

The Commission is also launching an EU IT Forum (see more below). The Council of Ministers agreed in March to the establishment of an EU Internet Referral Unit at Europol, which will work with the industry to identify terrorist material that has breached the companies' terms and conditions.

The Commission is also engaged in research programmes, in relation to the challenges posed by online radicalisation/ propaganda and recruitment of foreign terrorist fighters, and that at three levels: through fundamental research (Horizon 2020), applied research (under the ISF Police component of the Internal Security Fund (ISF)), and through the research related activities of the future Radicalisation Awareness Network (RAN) Centre of Excellence. The RAN Centre will map existing research in the area and link the research results to the needs of policy makers and front line practitioners. One of the key priority areas is the foreign terrorist fighters phenomenon and the exposure to online terrorist material.

· "(...) regrets the lack of more concrete measures in the Agenda to address radicalisation in Europe and calls on the Commission to take urgent and comprehensive action to intensify measures aimed at preventing radicalisation and violent extremism, preventing the spread of extremist ideologies and fostering integration and inclusiveness (…)"; (point 38)
Preventing radicalisation remains an essential component of the EU's counter terrorism strategy and last year the Commission published a communication on strengthening the EU's response to terrorism and violent extremism. The EAS sets out specific actions aimed to address the root causes of radicalisation. It underlines that education, youth participation, interfaith and inter-cultural dialogue, as well as employment and social inclusion have a key role to play by promoting common European values, fostering social inclusion and enhancing tolerance.

As set out in the European Agenda on Security, the Commission will prioritise combating radicalisation, marginalisation of youth and promoting inclusion with a series of concrete actions under the Strategic Framework for European Cooperation on Education and Training ("ET 2020"), the European Youth Strategy, the EU Work Plan for Sport and the Culture Work Plan. To underpin these actions, the Commission will mobilise funding under the Erasmus+ and Creative Europe programmes. Furthermore, cohesion funds provide financial support to Member States to promote social inclusion, combatting poverty and any discrimination. The Commission will also initiate further research under Horizon 2020 to gain a better understanding of the causes and manifestations of radicalisation, and will continue to actively promote non-discrimination policies and step up its action to preventing and combatting racism and xenophobia.

Prisons are also often referred to as a breeding ground for radicalisation leading to acts of terrorism. The Renewed European Union Internal Security Strategy therefore prioritise the prevention of radicalisation in prisons, and the development of effective disengagement/ de-radicalisation programmes.

Other concrete actions taken by the Commission in this regard are the organisation of a High Level Conference on the Criminal Justice responses to radicalisation on 19 October, the decision to earmark €2,5 million in 2015 for the fight against terrorism and combat radicalisation within the Criminal Justice programme, and the development of dedicated a dedicated training programme with the European Judicial Training Network (EJTN) for judges and prosecutors.
· "(...) calls on the Commission to strengthen the Radicalisation Awareness Network (RAN), (...), and to clarify the mandate, tasks and scope of the new proposed RAN Centre of Excellence (...)"; (point 38)
The Radicalisation Awareness Network (RAN) established in 2011 has a number of working groups dealing with different aspects of preventive work and specifically with deradicalisation, radicalisation in the prison and probation context, foreign terrorist fighters, and counter narratives. The Commission supports the RAN under a framework contract.

The Commission is also setting up the RAN Centre of Excellence. This will act as an EU knowledge hub to consolidate expertise and foster the dissemination and exchange of experiences and cooperation on anti-radicalisation. It will add a new practical dimension to the cooperation between stakeholders engaged in preventing and countering radicalisation.

RAN will also support efforts of stakeholders in third countries, with a priority on Turkey and countries in the Western Balkans, Middle East and North Africa. Support to priority third countries has been allocated within the RAN Centre of Excellence budget, whilst ensuring that resource is not diverted away from EU Member States.

· "(...) calls for bolder measures to tackle radicalisation on the Internet and the use of Internet websites or social media to spread radical ideologies in Europe; welcomes the creation of an Internet Referral Unit at Europol (...) and calls on the Commission to provide the additional resources necessary for its functioning; regrets the lack of concrete measures to strengthen the role of the Internet as an awareness-raising tool against radicalisation, and in particular to disseminate counter-narratives online in a proactive manner so as to counter terrorist propaganda"; (point 38)
· "(...) asks the Commission to give the Europol Internet Referral Unit the additional resources necessary for its functioning rather than proceeding by internal redeployments of posts, including staff of the European Centre against Cybercrime (EC3), which must not be left understaffed"; (point 47)
The threat and challenges posed by the use of the internet and social media for terrorist purposes require a comprehensive response and the development of effective tools. Efforts need to be enhanced across Member States and in partnership with the internet industry to reduce the harm caused by online terrorist material. It is a complex challenge requiring a careful balancing of the respective interests, security on the one hand and fundamental freedoms, namely freedom of speech on the other.

Actions need to be pursued in two regards: (1) supporting the internet industry in identifying terrorist content with a view to securing its swift removal and (2) supporting and empowering civil society partners to build alternative messages that enhance critical thinking and challenge and dismantle terrorist propaganda. The EAS paves the way for both actions, with the launch of a IT Forum between the European Commission, Member States, internet companies and civil society to enhance collaboration in these areas and address these challenges together. This forum will offer a platform for the exchange of experiences and best practices, and identify collaborative ways of working to systematically address voluntary measures in tackling terrorist content online, which may also include encryption technologies. Finally, the Commission is also considering using the Forum as one of the tools to counter hate speech on-line.

The Internet Referral Unit at Europol (IRU) will be key in assisting Member States with expertise and support in identifying violent extremism content online and bringing it to the attention of the relevant internet company, where it is assessed to have breached their terms and conditions. The IRU has been established on the 1 July 2015 and will take a year until it is fully operational. Member States have been invited to establish points of contact and second national experts. At a time of limited budgets, all efforts must be made to prioritise and reallocate.

· "(…) calls on the Commission in particular to establish strong cooperation in tackling human trafficking, but also cooperation with third countries to prevent the smuggling of migrants in order to avoid new tragedies in the Mediterranean"; (point 44)
As stipulated in the EAS, the Commission has committed to delivering a post-2016 EU Strategy to eradicate trafficking. The Commission is further monitoring compliance of Member States with the Directive 2011/36/EU and will report on it in 2016. The recently adopted Action Plan on Human Rights and Democracy for 2015-2019, and the recently adopted new framework for EU activities on gender equality and women's empowerment in the EU's external relations for the 2016-2020 period make explicit reference to trafficking in human beings as a commitment for delivering concrete action.

The EU policy framework on Trafficking in Human Beings (THB) links the internal and external dimensions. The Council, in association with the Commission and EEAS, adopted in December 2012, a list of priority countries and regions, to be reviewed in regular intervals, with which cooperation on THB needs to be further strengthened and streamlined. The Commission works closely with EEAS and as envisaged in the EU Strategy, EU Delegations in priority countries have been asked to create partnerships and ensure coordination and coherence in their host countries, appointing a contact person for THB-related issues.

Better preventing and countering migrant smuggling is a clear priority of both the EAS and the European Agenda on Migration. The EU has already started to deliver on the primary task - to prevent the loss of life at sea and to disrupting the business model of the migrant smugglers, by reinforcing Joint Operations Triton and Poseidon and by launching operation EUNAVFOR Operation Sophia.

A number of targeted diplomatic initiatives have been launched or are in preparation, including bilateral cooperation with key countries like Turkey and Niger and within regional frameworks (Khartoum and Rabat processes). A reinforced partnership against the smuggling of migrants between the EU and key third countries is one of the priorities of the EU Action Plan against Migrant Smuggling for 2015-2020, adopted by the Commission on 27 May 2015. The Plan puts forward a number of concrete actions involving third countries in different fields, from strengthened information gathering and sharing to a reinforced investigation and prosecution, to better prevention of migrant smuggling and assistance to vulnerable migrants. The Commission, the EU Agencies, Member States and third countries are called to implement these actions together.

· "(...) calls on the Commission to perform a thorough analysis of the powers of law enforcement and judicial authorities and their legal and technical capabilities online and offline so as to allow them to tackle cybercrime effectively (…)"; (point 47)
The Commission is committed to reviewing legal obstacles to investigations, focusing on issues of jurisdiction and access to evidence and information on the internet.
Rules on jurisdiction in cyberspace should be clear and harmonised as much as possible in order to provide legal certainty for companies and authorities, e.g. when information or evidence stored in one jurisdiction is needed in the framework of investigations taking place in another jurisdiction.

Applicable law should ensure swift cross-border access to evidence and information stored on the internet. Gathering electronic evidence in real time from other jurisdictions on issues like owners of IP addresses or other e-evidence, and ensuring its admissibility in court, are key issues. There is a clear need to improve the system of mutual legal assistance (MLA) which, however, cannot become the only way to obtain criminal evidence.

· "(...) calls in particular on the Commission to make sure that the right to use encryption remains intact throughout the European Union and that, while the interception of communications in the context of a police investigation or judicial procedure can always be possible with the appropriate judicial authorisation, no measures interfering with the right of individuals to use encryption shall be implemented by Member States (…)"; (point 47)
Encryption is widely recognised as an essential tool for security and trust on open networks. At the same time, competent authorities must be in a position to protect the rights and freedoms of others, in accordance with the procedures, conditions and safeguards set forth by law.

It is known that criminals (including terrorists) are increasingly using encryption techniques to evade detection. This is proving to be a challenge in law enforcements' ability to investigate and disrupt such activity. The Commission will launch an IT Forum. This forum will provide an opportunity also to explore this challenge in more detail and help facilitate the exchange of experiences relating to encryption.

· "Calls on the Commission to launch a commensurate awareness and preparedness campaign on the risks linked to serious cybercrime in order to improve resilience against cyber-attacks"; (point 49)
The 2013 EU Cybersecurity Strategy calls for raising awareness on this critical issue. Every October since 2012, ENISA, in cooperation with several Member States, has marked the "European Cybersecurity Month" (ECSM). The ECSM aims to promote cyber security awareness among citizens, to change their perception of cyber-threats and to provide up to date security information, through education and sharing good practices. Twenty-one countries participated in 2014.

· "Calls for the Commission to carry out a full assessment of existing measures related to combating the sexual exploitation of children online, to assess whether or not further legislative tools are required, and to examine whether EUROPOL has sufficient expertise, resources and staff to be able to tackle this horrific crime"; (point 51)
The Commission has been working with the Member States to ensure correct implementation of the 2011 Directive. Infringement procedures for non-communication have been opened against 15 Member States, 8 of which had not notified any transposition by December 2013, and 6 of which had notified only partial transposition by 2015. In the meantime 4 have been closed. Reasoned opinions have been sent against 6 Member States. The Commission will submit an implementation report to the European Parliament and the Council by the first quarter of 2016.

The challenges to the fight against child sexual abuse online were considered by the Commission and discussed at length by the European Parliament and the Council during the negotiations of the child sexual abuse Directive. The Directive contains a substantial number of measures against child sexual abuse, it includes a substantial number of tools to improve the effectiveness of Member States’ responses to these crimes and to facilitate international cooperation, and is consistent with the Council of Europe’s Lanzarote convention. For these reasons, the Commission does not intend to propose any amendment to this Directive in the near future but precisely to focus on its implementation.

Europol's European Cybercrime Centre (EC3) successfully coordinates dozens of international investigations each year and supports and coordinates European law enforcement agencies in their joint fight against cybercrime including payment fraud, high-tech crimes, child sexual exploitation, cyber intelligence and joint cybercrime taskforce (J-CAT).

EC3 needs more and highly skilled staff in order to keep up with the increase of cybercrime in scale and impact as well as with Member States' demands: in the last two years, the number of high-profile operations led or supported by Europol has increased by 62% and the number of SIENA requests by 37%. In the framework of the EU Policy Cycle, more than 70 operational actions foreseen for 2015 fall under the remit of EC3.

· "Regrets the fact that the Commission’s draft budget for 2016 provides for an increase in Europol’s budget by only approximately EUR 1.5 million, which does not give it the necessary resources to set up, as planned in the Agenda, a European Counter-Terrorism Centre and an Internet Referral Unit"; (point 52)

In a challenging period for budgets, for the EU and for the Member States, it is necessary to do the utmost to use the resources in a coherent manner, and in a way that maximises impact. All efforts must be made to prioritise and reallocate available resources.

This is why the EAS is based on the principles of better application and full implementation of existing instruments as well as joined-up inter-agency and a cross-sectorial approach, to ensure that the financial resources spent lead to effective results. Second, resources should be used in a coherent and coordinated manner. Redeploying resources according to shared priorities will exploit synergies and avoid duplication of actions.
--------------

� Directive 2012/29/EU of the European Parliament and of the Council of 25 October 2012 establishing minimum standards on the rights, support and protection of victims of crime, and replacing Council Framework Decision 2001/220/JHA.


� Regulation (EC) No 1987/2006 of 20 December 2006 on the establishment, operation and use of the second generation Schengen Information System (SIS II) (OJ L 381, 28.12.2006, p. 4).


� Council Decision 2007/533/JHA of 12 June 2007 on the establishment, operation and use of the second generation Schengen Information System (SIS II) (OJ L 205, 7.8.2007, p. 63).
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