ORDINARY LEGISLATIVE PROCEDURE – First reading
[bookmark: DALTON193]Follow up to the European Parliament legislative resolution on the proposal for a regulation of the European Parliament and of the Council on preventing the dissemination of terrorist content online
1.	Rapporteur: Daniel DALTON (ECR / UK)
2.	Reference numbers: 2018/0331 (COD) / A8-0193/2019 / P8_TA-PROV(2019)0421
3.	Date of adoption of the resolution: 17 April 2019
4.	Legal basis: Article 114 of the Treaty on the Functioning of the European Union
5.	Competent Parliamentary Committee: Committee on Civil Liberties, Justice and Home Affairs (LIBE), Committee on Culture and Education (CULT) (joint committee procedure)
6.	Commission's position:
The Commission takes note of the first reading position of the European Parliament concerning the proposal for a regulation on preventing the dissemination of terrorist content online. In view of future negotiations between the Parliament and the Council, the Commission reserves is position overall on Parliament’s amendments.
The Commission notes that the European Parliament maintained, to some extent, some key elements of the Commission’s proposal to prevent the dissemination of terrorist content online:
· The report maintains the 1-hour time limit for hosting service providers to remove terrorist content upon receipt of a removal order, however it adds a 12-hour advance warning for the first order.
· The essence the safeguards proposed in the Commission proposal, including the obligation for companies to put in place complaint mechanisms for users as well as the obligation to notify the users. 
· The position supports (and extends) transparency obligations.
· The position supports cooperation mechanisms between hosting service providers, the Member State authorities and Europol.
The Commission also notes that in several respects the European Parliament's first reading position took a different approach to the central elements in the Commission's proposal, in particular:
· The position of the European Parliament limits the scope of hosting service providers by excluding all cloud services, and not just cloud infrastructure services, thus undermining the effectiveness of the proposal.
· The European Parliament limits the scope of terrorist content online by requiring that the material would cause a danger that terrorist offences may be committed intentionally. In addition, the European Parliament gives a blanket exclusion to content, which is disseminated for educational, artistic, journalistic or research purposes, or for awareness raising purposes against terrorist activity thereby creating a potential loophole.
· The European Parliament limits the issuing of EU-wide removal orders to the Member State where the hosting service provider is established; other Member States could ask providers to disable content for their territory and request the Member State of establishment for an additional EU wide removal order. Eliminating the possibility for all affected Member States to issue EU-wide removal orders runs counter the objective of swift removal of terrorist content across the EU and set a disproportionate burden on those Member States, which have a large number of hosting service providers.
· The European Parliament deletes obligations related to referrals. The deletion undermines the functioning of an effective cooperation tool between providers, the Member States and Europol to stem the dissemination of terrorist content online. While it does not prohibit the current voluntary referral practices, it eliminates obligations for hosting service providers to give priority treatment to content referred by competent authorities and Union bodies and to provide feedback on the action taken.
· The European Parliament limits obligations related to proactive measures. These changes and in particular the exclusion of the obligation to take proactive measures to detect terrorist content undermines the effectiveness of the proposal, reducing hosting service providers' responsibility to remove terrorist content online. The measures taken proactively by the hosting service providers, in particular automated tools that will allow hosting service providers to identify large amounts of terrorist content being disseminated through their services are important to ensure effective removal of terrorist content, subject to appropriate safeguards.
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