
CONSULTATION PROCEDURE REQUIRING A SINGLE READING

Proposal for a Council framework decision on the protection of personal data processed in the framework of police and judicial co-operation in criminal matters

1.
Rapporteur: Martine Roure

2.
EP No: A6-0192/2006

3.
Date of adoption of the report: 27 September 2006

4.
Subject: Protection of personal data processed in the framework of police and judicial co-operation in criminal matters

5.
Interinstitutional reference: 2005/0202(CNS)

6.
Legal basis: Articles 30, 31 34 (2) (b) TEU

7.
Competent Parliamentary Committee: Committee on Civil Liberties, Justice and Home Affairs (LIBE)

8.
Commission's position: The Commission can accept some of the amendments proposed in line with the following remarks since they are in line with the initial proposal presented by the Commission. However, introducing the amendments in the text that is currently the subject of discussions in Council is likely to further antagonise Member States and very unlikely to find any support (see further point 9).

Further harmonisation/facilitation of data protection rules including Europol, Eurojust and Customs Information System (amendments 6, 7, 8, 61, 62)

The Commission never denied the possible need for further harmonisation but intends to follow a two- step approach: first the Framework Decision should be adopted, afterwards further discussions can start. However, it must be taken into account that Europol and Eurojust clearly stated that they want to be excluded from the scope of the Framework Decision.

The Article 29 Working Party could, according to Article 31 of the Framework Decision, work out a position or concept as proposed in amendment 61. The Commission might consider submitting proposals regarding Europol, Eurojust and CIS but should not – as a matter of principle – be obliged to submit proposals in a Framework Decision.  The Commission should decide itself about exercising its rights laid down in the Treaties and therefore rejects amendment 62).

Provisions concerning biometric data and DNA profiles (amendment 21)

The use of biometric data and DNA profiles biometrics raises specific concerns with regard to the protection of fundamental rights and freedoms of individuals.  Current (draft) proposals for more specific legal acts refer to the Framework Decision as far as data protection is concerned. If the more specific acts do not include specific data protection provisions it might be necessary to establish some rules in the (more general) Framework Decision on data protection in the third pillar. The amendment is of a declaratory nature - characteristic for recitals - that should be transformed into concrete obligations in the relevant specific instruments to yield effect evenhandedly throughout the Union.  The Commission does not view favourably such an amendment.

Scope of provisions concerning transmission/transfer of personal data to other than competent authorities, private parties and third countries/international bodies (amendments 26 – 29, 36 – 41) 

The European Parliament (following the opinion of the European Data Protection Supervisor) criticises the approach followed by the Commission in Chapter III of the proposal (i.e. provisions only for transmission/transfer of personal data that a Member State received from another Member State). It is argued that these provisions could be easily circumvented. In order to avoid gaps, rules should be established for transmission/transfer of all personal data processed by a Member State, including data collected by the Member State itself. It has to be taken into account that even if in the Council a number of Member States supported – to some extent at least – such an approach regarding data transfer to third countries, the majority of Member States would not welcome such extension. Also third states, and the US in particular (with which an agreement on the transfer of PNR data has just been concluded), gave signals of concern were the proposal to be extended to such direct exchange.

Apart from legal reasons (the third pillar limits itself to provide for rules on cooperation between Member States, which covers indirect transfers), for political and strategic reasons the Commission chose not to cover direct transfers, and leave it – at least until after the adoption of this Framework Decision – to the bilateral relations between Member States and third Countries.

Impact of the ECJ PNR judgment

The ECJ judgment
 rejected Articles 25, 95 TEC as legal basis for the EC-US PNR agreement. The ECJ made no substantial observations about the level of data protection in the US or about the assessment of the adequacy of the data protection provided by the US.

Against this background, the EDPS (European Data Protection Supervisor) identified a possible loophole in the EU's data protection regime and called for a quick adoption of the Framework Decision. However, the Framework Decision shall only apply to data processing by EU Member States' authorities. It doesn't establish obligations/rights for private persons to forward personal data to public security authorities in the US. On the other hand, the Framework Decision, in line with the other existing legal instruments on data protection, includes a provision for data transfer to third countries based on the principle of adequate data protection. The Framework Decision's adoption could strengthen the principle of adequate data protection as such.

Relationship with other proposals (SIS II, VIS, principle of availability)

The EP takes the position that the Framework Decision should be adopted at the same time as or prior to the community instruments on SIS II and VIS. In line with the Hague Programme, the Framework Decision was intended to complement the Commission proposal for a Framework Decision to implement the Principle of Availability, and to be adopted by the end of 2006, so as to be operational on 1 January 2008 when the principle of availability would have to be applied for the exchange of all law enforcement date within the EU. The SIS II Decision (third pillar) also refers to the Framework Decision for its data protection aspects. However, it seems to be inappropriate to block the SIS II (enlargement/freedom of travel/Schengen context) instruments for reasons connected with the Framework Decision. A different view must be taken for law enforcement access to VIS as the Commission proposal for a VIS access decision makes the adoption of the Framework Decision a deliberate prerequisite in order to allow access only with precise data protection rules.

9.
Outlook for amendment of the proposal: Discussions in Council demonstrate that – contrary to Parliament – Member States in general want an instrument which does not go as far as the original proposal, and are amending the text to that end. In these circumstances, there is no negotiation margin for the Commission to come up with an amended proposal in line with the amendments proposed by the Parliament.

10.
Outlook for the adoption of the proposal: Although the Finnish Presidency has made adoption of the Framework Decision a priority, major differences of opinion on core issues between the Member States still exist. Unlikely to be adopted under the Finnish Presidency.









� European Court of Justice judgment in the Cases C-317/04 (European Parliament/Council) and C-318/04 (European Parliament/Commission) on the subject of PNR - USA of 30 May 2006.
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